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ABSTRACT - Data hiding is to conceal the mysterious 

message in to cover objects without distortion. In the 

proposed method, another data hiding technique is proposed 

to provide high embedding limit in dual images. The 

proposed strategy produces twost ego images after 

embedding the mysterious pieces into a cover picture. A sub 

square of two consecutive pixels is utilized to have different 

length of embedding pieces by applying the difference value 

of two pixels. The experimental results show that the 

proposed technique can have a high embedding limit 

maintaining less distortion. 
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1. INTRODUCTION  

It is vital issue the data framework needs to give the security 

as duplicate and spread of interactive media data is 

excessively simple by the Internet. In security data 

frameworks, cryptography and data hiding strategies are two 

significant fields to beat copyright and possession issues. 

Cryptography is going to secure the substance of restricted 

information, though data hiding is to conceal the presence of 

privileged information [1]. Data hiding strategies can be 

separated into reversible and irreversible data hiding 

techniques whether the cover object which is utilized in 

installing privileged information can be recuperated or not 

[2]–[9]. In irreversible data hiding strategies, the most un-

critical pieces substitution and pixel-esteem differencing 

methods are by and large utilized. The substitution technique 

substitutes the most un-huge pieces with the inserting pieces. 

The strategy utilizes the distinction worth of two sequential 

non-covering pixels. In this paper, another data hiding 

technique utilizing pixel-esteem differencing in dual images 

is proposed to give high implanting limit. 

 

2. EXISTING SYSTEM: 

❖ Using the congruity of pixels to change the square 

size and change the compass mode can update picture 

embedded cutoff.  

❖ The various layer installing method is changed 

rendition proposed by Alattar by changing the quad stages 

for recursive inserting to nine changes 

 

3. DISADVANTAGES OF EXISTING SYSTEM: 

❖ Having pixel twisting from message covering.  

❖ Multi-Pixel Difference Expansion is inconvenient 

connection.  

❖ Improvement of introduced limit is relied upon to 

cover huge data. 

 

4. PROPOSED SYSTEM: 

❖ Key based encryption is performed.  

❖ In data hiding, two covering continuous pixels are 

acclimated with implanting favored data.  

❖ Two pixel pair are used to make dual stego images  

❖ In extraction, the favored data can be acquired by 

dual stego images. 

❖ Difference of not really set in stone 

❖ The secretive pieces can be finished up by referring 

to the lower bound in the arrive at table. 

 

5. ADVANTAGES OF PROPOSED SYSTEM: 

❖ Provide high installing limit  

❖ Supports versatile extensibility  

❖ Less bending 

 

6. SYSTEM ARCHITECTURE: 

 
 

CONCLUSION 

In this endeavor another data hiding plan utilizing pixel-

esteem differencing in dual images has been proposed. The 

proposed technique utilized the pixel-esteem differencing 

estimation in dual images and two successive pixels are 

covered to give high inserting limit. The exploratory results 

exhibited that the proposed strategy was incredible to the 

histogram attack. The exploratory results similarly showed 

that the proposed plan could embed 845,922 pieces and kept 

up with 38.78 dB and 38.68 Db taking everything into 
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account. Later on, the proposed procedure will be improved 

to give the reversibility. 
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